
 
 

Communication and Information Systems Security Symposium 
 

SYMPOSIUM CHAIRS AND CO-CHAIRS: 

Farid Naït-Abdesselam, University of Missouri Kansas City, naf@umkc.edu 

Weizhi Meng, Technical University of Denmark, weme@dtu.dk 

Chin-Tser Huang, University of South Carolina, huangct@cse.sc.edu 

 

SCOPE AND MOTIVATION 

The Communication and Information Systems Security Symposium fosters information exchange among researchers and 
practitioners of computer and network security. This symposium welcomes manuscripts on all aspects of the modeling, 
design, implementation, deployment, and management of security algorithms, protocols, architectures, and systems. 
Furthermore, contributions devoted to the evaluation, optimization, or enhancement of security and privacy 
mechanisms for current technologies, as well as devising efficient security and privacy solutions for emerging areas, 
from physical-layer technology to the application layer, are solicited. 
 
TOPICS OF INTEREST 

To ensure complete coverage of the security advances in communication and information systems, this Communication 
and Information Systems Security (CISS) Symposium seeks original contributions in the following topical areas, plus 
others that are not explicitly listed but are closely related: 

- Anonymous communications, metrics and performance  
- Attacks detection and prevention 
- Authentication protocols and key management 
- Autonomous vehicle security 
- Availability and survivability of secure services and systems 
- Biometric security: technologies, risks, vulnerabilities, bio-cryptography 
- Blockchain, cryptocurrencies, markets and finance 
- Cloud, data center and distributed systems security 
- Computer and network forensics 
- Cryptography for network security 
- Crypto economics, incentives and gamification 
- Digital rights management 
- Edge computing security and privacy 
- Firewall technologies 
- Formal trust models, security modeling, and design of secure protocols 
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- Healthcare systems security and privacy 
- Internet of Things security and privacy 
- Malware detection and damage recovery 
- Mobile and wireless network security 
- Operating system and virtual machine security 
- Secure applications and testbeds 
- Security tools for communication and information systems 

 

IMPORTANT DATES 

Papers Submission:  15 April 2020 

Notification: 25 July 2020 

Camera Ready and Registration: 1 September 2020 

 

SECTION V: SUBMISSION INSTRUCTION 

All papers for technical symposia should be submitted via EDAS through the following link: https://edas.info/N27054  
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